**Сохранил PIN-код – сохранил деньги**

Ассоциация Российсих Банков-шпаргалка

**Людей все активнее призывают пользоваться интернет-банкингом. Вещь удобная, кто бы спорил. Но бывает, что вашим виртуальным счетом с удовольствием пользуются также и мошенники.**

Что можно посоветовать для предотвращения проникновений в вашу систему и что делать, если кража уже произошла?

Если вы заметили, что с вашего счета в системе интернет-банкинга пропали деньги, немедленно свяжитесь с банком и следуйте инструкциям, которые он вам даст.

Также можно самому обратиться с заявлением в полицию. Практика показывает, что банки чаще всего идут навстречу клиентам и компенсируют похищенные суммы.

Как не стать жертвой интернет-воришек? Есть несколько правил, которые позволят существенно снизить риск хищения денежных средств с банковского счета:

Во-первых, установите на компьютер «антивирус» и своевременно обновляйте его, а также другие основные программы.

Во-вторых, старайтесь использовать лицензионное программное обеспечение.

В-третьих, не кликайте на ссылки, полученные из непроверенных источников.

В-четвертых, не вводите в Интернете ПИН-коды своих банковских карт, даже если такой запрос отображается веб-сайтом банка. ПИН-код не нужен для оплаты услуг и товаров в Интернете и для проведения операций с вашим банковским счетом.

В-пятых, при утере sim-карты следует немедленно изменить номер телефона, указанный в интернет-банкинге.

Помните, соблюдение пяти этих несложных правил поможет существенно повысить безопасность вашего компьютера и счета в интернет-банке!

<http://arb.ru/>